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62E3C CYBERSPACE OPS DEV ENGINEER Curr Current 04/11/2011 cajg4 2.81 | 0.00 0.00
62E3C CYBERSPACE OPS DEV ENGINEER 0000 ROME LAB (MT 04/11/2011 CAJ4 .00 0.00 0.00
62E3C COMPUTER ENGINEER 0000 WRIGHT PATTE 04/10/2010 .00 0.00 0.00
9250  AFIT MASTERS STUDENT 0000 WRIGHT PATTE 09/01/2009 .61 0.00 0.00
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SYSTEMS ENGINEER

PME 2nd General SEI |
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IN-EEEl SYSTEM PLANNING RSRCH DEV AND ENGNR 1 1305 | Cyber X Crs 1109

=G| SCIENTIFIC MANAGER 1 1305 |
IN-hEEZ | PROGRAM MANAGEMENT 1 1305 |

Academics High | AWARDED MASTERS DEGREE CYBER OPERATION 1103

11

Academics 2nd | AWARDED BACCALAUREATE DEGREE CYBER WARFARE 0905

Academics 3rd
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Deployments DAU Courses / Last ten courses

Start Date End Date AFSC EC Time
SYS 101
100
JH3

Decorations
Decoration Auth # No Seq Close Date App Date App Unit Reason
Cyber Professional Experience Codes (CPECs)
2nd Character A =Acquisition O=Operations S=Staff SCPMO POC: DSN 692-2427
3rd Character A -J=Mission Code 4th Character 0- A = Experience Identifier
3- Cyber Indications/Warning

0—Multiple Areas

1- Operations

2 — Cyber Command and Control
3 —Training

4 — Stan/Eval

5—Weapons & Tactics

6—Ops Test & Eval

B - Defensive Cyberspace Operations

0—Multiple Areas

1- Operations

2 — Cyber Command and Control
3 —Training

4 — Stan/Eval

5—Weapons & Tactics

6 — Intrusion Detection

7 —Forensics

8—Ops Test & Eval

C - Establish and Extend

0 —Multiple Areas

1—Mobile Comm Packages
2 —Client Systems

3 —Training

4 — Stan/Eval

5 —Network Administration
6 — Infrastructure

7 —Plans and Requirements
8 — Spectrum M anagement
9 - Airfield/Mission Systems

0—Multiple Areas
1-Information Assurance

2 —Intrusion Detection Systems
3 —Training

4 — Stan/Eval

5—-Boundary Protection

6 — Comm Security/Crypto

7 —Vulnerable Assessment

E - Battlefield Systems

3 —Airborne Systems 6 — Training

4-AOC C2/ISR Systems 7 — Stan/Eval

0—Multiple Areas 0—Multiple Areas

1-AF NETOPS 1- AETC/AF Instructors
2—Help Desk 2 — Curriculum/Crs Development
3 —Training 3 —Student Time

4 — Stan/Eval 4 — Cyber Testing

G-ISR

0—Multiple Areas
1- Battlefield Networks
2 — Spectrum Application

5—Client Systems

6 —Knowledge Ops

7 — Network Administration

8 — Infrastructure

9 — Spectrum M anagement

A — Airfield/Mission Systems

0—Multiple Areas
1- Computer Network Exploitation
2 — Current Intelligence Reporting

H - Information Operations

J - Cyber Staff

4 — Threat Attribution/Chrctrztn

5 — Predictive Battlespace Awrnss
6 —Training

7 — Stan/Eval

8 — Analysis/Targeting

0 —Multiple Areas

1-Threat Analysis

2 —Nodal/Systems Analysis
3 —Targeting

4 — Operational Planning
5—Weapons & Tactics

0—Multiple Areas
1-Assg/Pers/Force Dev
2—Plans & Programs

3 — Safety/Cyber Surety

4 —Requirements,R & D

5—Joint (Staff) Time

6—-PEM

7 — Executive Officer

8 —Joint (Warfighter Support) Time




